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Re: Freedom of Information Request 

Please find below the response to your recent Freedom of Information request regarding GP 
practices affected, either directly or indirectly, by the WannaCry ransomware attack on 12 May 
2017 within NHS South Sefton CCG. 

Request/Response: 

1. How many GP practices in NHS South Sefton CCG ’s area had to shut down any IT systems in
response to the ransomware attack, known as WannaCry, on or after 12 May, 2017?

All were shut down as a precaution on Friday 12 May but were fully available for Monday 15
May (600 machines).

2. How many computers/servers/devices in GP practices were infected in the ransomware attack,
known as WannaCry, on 12 May, 2017?

0 

3. How many planned appointments and did the GP practices have to cancel / postpone /
reschedule as a result, either direct or indirect, of the WannaCry ransomware attack?

NHS South Sefton CCG does not hold this information please direct your query to each
individual practice.

http://www.southseftonccg.nhs.uk/about-us/our-member-practices/

4. How many patients had to be recalled for tests by GP practices, as a result, either direct or
indirect of the WannaCry ransomware attack?

NHS South Sefton CCG does not hold this information please direct your query to each
individual practice.

http://www.southseftonccg.nhs.uk/about-us/our-member-practices/
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